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The UDRP (Uniform Dispute Resolution Policy) was accepted and introduced by ICANN in November 1999 in
order to provide for afast and efficient procedure for the settlement of conflicts between domain name registrants
under the Top Level Domains (TLDs) .com, .org and .net and the holders of trade mark rights. The administrative
framework for the procedure is provided by Dispute Resolution Service Providers accredited by ICANN, of which
there are four at the moment: WIPO, NAF, eResolutions and CPR.

The statistical data available from ICANN and other sources show that the UDRP is used very frequently in
practice. Since the first decision handed down by a WIPO Panel in December 1999, more than 4000 cases
involving over 7000 domain names have been handled, and there is no sign of major decline. To the contrary, itis
expected that the figures will rise again in proportion to further ccTLDs joining the system and, even more
important, in connection with the roll-out of new generic TLDslike .biz, .info etc.

Although the introduction of the UDRP has been a success story at least in regard of the number of conflicts
which have been submitted for decision by UDRP Panels, the Policy was and remains the subject of concern and
controversy. It was feared that the system might be misused by rightholders, in particular big companies, in order
to obstruct the selection and use of domain names by small business and private parties, that the Policy was not
formulated clearly enough, and that it did not furnish a sufficient "legal” basis for the settlement of conflicts. On
the other hand, it was argued that the policy had too many loopholes to function properly from the point of view
of rightholders. It was inter alia for the last-mentioned reason that WIPO initiated its second domain name
process, in the course of which the possibility was investigated to amend the policy, e.g. by including more rights
than just (registered) trade marks, etc.

This study evaluates the functioning of the UDRP as at early 2001, without taking into account possible changes
and extensions brought about by the inclusion of more TLDs and in consequence of the WIPO second (and third)
domain name process. The issues to be explored comprise inter alia whether and to what extent the UDRP
functionsin practice in accordance with its original objective, namely to grant quick and efficient relief against
cybersguatting, or whether and to what extent it goes beyond that aim; furthermore, whether the decisions reveal
some amount of inconsistency and if so, which aspects are primarily concerned, and what — if anything — could be
done about it; next, whether there are indications of misuse of the policy, in particular signs of reverse domain
hijacking and how Panels react to that, etc[1].

2. Historical Background — How the UDRP was Devel oped

The UDRP was introduced in the framework of transferring Internet governance structures from the public to the
private sector, a process which was initiated by the National Telecommunications and Information Agency
(NTIA) in the US Department of Commerce (DoC) in early 1998. The processinvolved inter alia the founding of
ICANN as well as the termination of the previous monopoly held by Network Solutions, Inc. (NSI) as registrar
for the so-called generic, open TLDs .com, .org and .net (+ the restricted TLDs .gov, .mil and .edu). As afurther
step in the process, WIPO was given the mandate to investigate possible means and procedures to be implemented
in, or in connection with, the registration procedure, in order to prevent or at least to reduce the negative impact of
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cybersguatting.

The phenomenon which has become known by the term "cybersquatting” emerged around the mid-nineties, after
the Internet — or more specifically: the world wide web — had gone commercial. Before that, when the Internet
was mainly used for scientific purposes or for communication between individuals, domain names hardly posed
any problems. The Domain Name System (DNS) had been invented at arather early stage of the Internet age as a
user-friendly complement to the Internet address system consisting of digital numbers. Coordination and control
of the Internet address system as well asthe DNS were originally performed by IANA (Internet Assigned
Numbers Authority), abranch of the Information Sciences Institute (1S1) at the University of California. Network
Solution Inc. (NSI), a private enterprise, was endowed with the task of registering domain names on the basis of a
contract with the National Science Foundation (NSF). In 1995, NSI obtained the permission to charge a
registration fee.

Registrations of domain names under .com, .org and .net were — and still are — taken out on the basis of the first
come, first served principle. As areaction to growing concerns about cybersquatting — persons registering
(sometimes large quantities of) trade marks or trade names belonging to major companies with the intent to sell
them back for a high amount of money — NSI developed a so-called Dispute Settlement Policy, which was
implemented for the first time in November 1996, and which was amended and changed several times during the
following years. Notwithstanding changes in respect of the details, it was generally foreseen in NSI’s Policy that
if someone could establish that he or she was the owner of aright which wasidentical or quasi-identical with the
second level domain registered under .org, .com or .net, the domain name was put "“on hold", i.e. it could not be
used by either party, aslong as the conflict was not settled, be it by court decision or by way of avoluntary
agreement.

NSI's Dispute Settlement Policy attracted much criticism. In particular, the fact that identity or quasi-identity of
the domain name and the sign was sufficient to put the domain name on hold, even if the sign was protected for
different goods or services than those in connection of which the domain name was used, was held to constitute a
major flaw. Several registrants successfully sued NS| after their domain names had been put on hold on the basis
of complaints raised by holders of marks which were used and protected only in respect of non-competing goods
Oor services.

Another serious drawback of NSI’s Policy concerned the fact that while the conflict was pending, none of the
interested parties was in a position to make use of the domain name. Asit usualy took along time before a court
decision could be obtained, in particular in a situation when the parties were resident in different countries, there
was frequently no other choice for the party who most needed to use the domain name, than to offer a
considerable sum of money to the other side in order to end the deadlock. Thus, NSI's Dispute Settlement Policy
could be used by both partiesinvolved — the person first registering the domain name as well as the person
challenging the registration - as an instrument for harassing and money-making. It was this situation which gave
rise to the phenomenon which became known as "reverse domain hijacking"”.

The problems arising under .net, .org and particularly under .com, and the dissatisfactory response offered by
NSI's Policy, lay behind the initiative launched by several Internet-related associations and international
organisations supported by IANA, the so called Internet Ad Hoc Committee (IAHC), to establish a new system
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for the registration of domain names under a couple of new generic TLDs, based on the so-called gTLD
Memorandum of Understanding (gTLD-MoU). As one of its essential features, the gTLD-MoU obliged any
person registering a domain name under agTLD adhering to the system to submit, upon request of a person
claiming to be the holder of an intellectual property right infringed by the domain name, to a mediation procedure
in the framework of the WIPO Arbitration and Mediation Center, or to an administrative panel procedure to be
established with a specia view towards domain name conflicts (Administrative Domain Name Challenge panels -
ACPs), which was also intended to operate within the administrative framework of the WIPO Center.

Although the gTLD-MoU system became operational in 1998, it never gained much impact in practice. Instead, it
was superseded by the process launched by NTIA, to which reference was made at the beginning of this chapter.
Anyway, when WIPO, upon request by NTIA and on the basis of a mandate of its Member States, initiated the
investigation of possiblitiesto prevent or reduce cybersguatting in respect of domain names under gTLDs
administered by ICANN, it used the legal mechanisms discussed in connection with the gTLD-MoU as a model of
reference.

The efforts undertaken by WIPO in the context have become widely known as the 2first domain name process?.
They comprised extensive consultations with Member States and interested circles, both conducted on-line and
during regional conferences held over al continents. The work resulted in afinal report which was published in
1999[2] and which embraced, inter aia, the proposal to establish the UDRP as administrative dispute resolution
proceedings to which any domain name registrant under the system has to submit, and which are administered by
severa independent Dispute Resolution Service providers accredited by ICANN.

In the course of the first domain name process, WIPO further considered a number of alternative mechanisms by
which to reduce the risk of cybersquatting. Even though they have not been implemented, they may be of interest
as a background for the evaluation of the UDRP. They are therefore briefly outlined below:

- Obligatory pre-screening: This proposal was based on the idea that every new domain name registration
should be subject to an automatic, computer-based pre-screening for prior trademark rights. For this purpose, it
was suggested that a world-wide data base comprising all trademark registrations should be set up and
administered by an international agency, preferably by WIPO. If aconflict was found to exist between a
registered mark and a designation to be registered as second level domain, the parties could be notified of the
conflict and the registration be postponed until the conflict was settled between them or in court. The proposal
was rejected inter alia because of the technical and financial difficulties which the establishment of the envisaged
database would entail. Furthermore, it was found that the somewhat cumbersome process of pre-screening, to
which according to the proposal al applications for domain name registration would be subject, might be
regarded as being out of proportion in view of the relatively small number of domain name conflicts as compared
to the number of domain name registrations at large.

- Obligatory waiting period: Another proposal discussed during the first domain name process concerned the
obligation of every domain name registrant to observe awaiting period — six or four weeks — before commencing
active use. During that time, the name would be posted, together with the contact information for the registrant
and the purpose for which the domain name was intended to be used, on a special, fully searchable website, giving
righthol ders the opportunity to take protective measures against threatening infringements at an early stage.
However, also in respect of this proposal it was found that it would be overly restrictiveif it were imposed as a
mandatory rule to be followed by all registrars and their clients; however, it was maintained as one possibility to
be implemented on a voluntary basis.
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- Exclusionary process: An aternative to obligatory pre-screening on a general basis could be provided by a
pro-active system which permits rightholders, possibly under certain conditions, to volunteer for alist of protected
designations which are per se excluded from registration by others. In the WIPO final report, the option was
discussed and proposed as a special tool for protection of famous marks. The ideawas that owners of marks which
they considered to be famous should be given the opportunity to apply for famous mark status, with the
consequence that applications for domain name registrations including the same mark would be excluded from all
or some gTLDs. The proposal was however not readily accepted by ICANN, but it was referred to the Domain
Name Supporting Organisation of ICANN (DNSO) for further discussion, and was finally rejected. 1t was found
that there wasllittle to no chance to arrive at a general agreement in respect of the criteria by which afamous mark
in the meaning of the Policy should be defined. Furthermore, the registrars objected to any regulation which
would put them under an obligation to perform a kind of pre-screening, not least in view of the possible liability
for negligence this might entail.

- Restricted Top Level Domains: Asaradical step towards prevention of domain conflicts, a system could be
envisaged which reserves the right to register a second level domain to persons who are in a position to show that
they have aright in the name at stake — be it atrademark, tradename or personal name. Such systems have been
established on the national level (e.g. in France), and are generally considered to be very effective. On the other
hand, they exclude any possibility to register fantasy names or generic/descriptive names and thereby further
reduce the number of available second level domains. Whereas this approach may not be unduly burdensome in
respect of a(small) ccTLD, it isunsuitable for large gTLDs intended to encompass registrations from many
countries. Besides, a system like that cannot be installed retroactively with respect to previously open gTLDs such
as.com, .org and .net, but it could only function for newly established gTLDs. In fact, the “sunrise period* which
is afeature frequently discussed in the context of the introduction of new gTLDs, and which has been observed
e.g. by .info, consists of a combination of arestricted approach — only right holders are allowed to register during
theinitial roll-out phase (“sunrise") —whereas the gTLD becomes “open* after that period.

3 About the UDRP

3.1 Basic Facts & Statistical Data

Aswas mentioned previously, four Dispute Resolution Service Providers (“Providers*) had been accredited by
ICANN by July 2001: WIPO (1.Dec.1999), NAF (23 Dec,1999), eResolutions (1 Jan, 2000) and CPR (22 May,
2000). Each Provider is bound to observe the "Rules of Procedure” which have been accepted by ICANN together
with the UDRP. The general framework as regards the formal requirements for complaint and response as well as
other communications during the procedure, the appointment of the Panel, languages, default, etc. are therefore
the same for al Providers.

In addition to that, supplemental rules have been promulgated by each Provider. Among others, these rules
typically contain the fee structure applied by the Provider. When last visited ( 15 Sept. 2001), the structures were
asfollows (all feesin US$):
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Provider Number of domain names |Single Panelist Three-Person-Panel
CPR 1-2 2000 4500

3-5 2500 6000

more than 6 To be determined To be determined
eResolution 1-2 1250 2900

3-6 1800 3250

7-10 1850 3900

11-15 2300 4600

more than 15 To be determined To be determined
NAF 1 950 2500

2 1100 2500

3 1250 2500

4-5 1400 2500

6-10 1750 3500

11-15 2000 4000

more than 15 To be determined To be determined
WIPO 1-5 1500 3000

6-10 2000 4000

more than 10 To be determined To be determined

It follows that CPR is most expensive, while NAF has the most differentiated and, in most cases, the most
favourable fee structure.

Previous studies, in particular the "Rough Justice" analysis by Dr. Milton Mueller, have undertaken further
comparative analyses of the services rendered by each Provider, e.g. as regards the decision time[3]. No effort has
been undertaken in this study to complete or update these findings. Likewise, no specific investigation has been
made in respect of the country of origin of the partiesinvolved. Inasfar as NAF and eResolution are concerned, it
Is submitted that the statistical data in the "Rough Justice" still convey arealistic picture of the present situation.
This means that US-based complainants are involved in the large majority of cases before NAF, whereas
eResolutions attracts arelatively high number of complainants from Canada and also from the US[4]. According
to statistics from WIPO asat 3 August 2001, parties originating from the US have been involved in roughly 50 %
of the decisions handed down in 2000, both as complainants (897 out of 1841) and as respondents (943). For
2001, the corresponding data are not yet available.

As regards the outcome of decisions in general, the ICANN homepage shows that out of 3316 decisions[5] (30
July 2001), 2616 have ordered transfer of the domain name (WIPO, same date: 1502 of 1815[6]). In 650 cases,

the decision was for defendant (WIPO: 346); in 21 cases comprising 496 domain names, the decision was split
(the WIPO statistics do not mention split decisions).
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3.2 The Legal Nature of UDRP Decisions

The legal nature of UDRP proceedingsis not easy to define. In fact, it isnot far from the truth to say that it is
without precedent. It has been emphasized several times that the UDRP differs from arbitration in the usual
meaning. In contrast to arbitration, it does not have binding effect other than on the registrar (subject to certain
conditions), and it does not foreclose the possibility to submit the case to national courtsin a competent
jurisdiction. Furthermore, the UDRP is not "law" in the sense that the substantive rules applied in the assessment
are derived from any specific national codification or case law, or that they are founded on an international
agreement in the meaning of public international law.

The legal basis for the application of the UDRP is set up in the contract between the registrar and the domain
name registrant. In that contract, the registrant expressly submits to the Policy and the Procedural Rules by which
it isimplemented. In other words, the Policy and the Rules themselves are to be legally qualified as specific
contract terms which have been promulgated autonomously by the entity rendering the service, i.e. (finally) by
ICANN.

Admittedly, this picture amounts to an over-simplification of the much more complicated structure of DNS
administration and domain name registration. In particular, there is obviously more than one level of contractual
relationship involved. Nevertheless, it isbasically correct. Keeping thisin mind may help to shed light on some of
the questions which are sometimes raised in respect of the legal quality of UDRP decisions.

If it isunderstood that the UDRP rules are merely contract terms, in contrast to rules of law which have been
rendered binding vis-a-vis everyone by an Act of State, it should be possible to ease the concerns sometimes
expressed in respect of the lacking foundation of the Policy in any specific, identifiable legal codification. It also
explains the reason why aspects of the UDRP do not comply with certain rules of procedure anchored in national
law, e.g. the seventh amendment in the US constitution[7].

Furthermore, if it is accepted that the UDRP is based on rules which are meant to be operative only in the
framework of a contractual system, it becomes clearer why the Panel decisions do not prejudice the outcome of
subsequent court proceedings in any manner. It also takes the sting out of questions pertaining to conflict of laws:
as amatter of principle, Panels are not supposed to apply any particular national law at all, but to interpret the
Policy asitis, i.e. asabody of rules which have been devel oped autonomously for the purposes of dispute
settlement in respect of domain name conflicts.

However, this does not exclude rules developed in certain national legislations being applied to the extent the
Panel might find them useful and appropriate for the interpretation of the Policy. This concerns most of all issues
which have not been regulated in a conclusive manner in the UDRP itself, like the question under which
circumstances (unregistered) trademark rights may provide a sufficient basis for acomplaint.
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While the fact that the UDRP is a system based on a hierarchy of contracts therefore does help to disperse some of
the concerns which are sometimes raised in respect of its allegedly lacking legal foundation, it raises a different
kind of legal issue. If the whole system is based on contract, the stability of its structure depends on the validity

of theindividual agreements under which it is constructed. It adds to the complexity of this aspect that the laws
governing the assessment of the validity of the contracts involved may be many — how many and which is an issue
to be decided pursuant to the rules of private international law — and that they may hold specific safeguard
mechanisms in respect of the evaluation of the validity of contract clauses which, such as the submission to the
UDRP, which are pre-formulated by the contractor and cannot be negotiated or abrogated.

The study does not attempt to deal with this question in more detail, although it strongly recommends this issue
for further in-depth analysis. Notwithstanding the results of further studies, it is submitted here that the contractual
system on which the UDRP is based will pass the test for validity of adhesive contracts aslong asit embraces a
fair and equitable balance of interests, so that its foundation on a " pseudo-voluntary" consent by registrants does
not clash with fundamental legal principles.

4. The UDRP in the Literature — an Overview

In the relatively short time since the introduction of the UDRP, it has been the object of much discussion in the
literature. An illustrative list of publicationsin English, both published on-line and in printed form, is attached to
this study. In addition to that, several publications in German and in Swedish have been taken into account. It is
however understood that these listings do not cover the whole range of publications available on the subject.

As regards the contents of available publications, the following trends can be discerned. Most of the (shorter)
articles are of an informative nature, frequently with a supportive undertone. In the early phase, the emphasis lay
on information about the legisative history of the UDRP and the description of itsindividual features; |ater, the
focus shifted to observations concerning the current practice, e.g. by reviewing decisions. A lesser number of the
publications goes beyond pure information and embarks on a deeper analysis of the UDRP; often, though not
necessarily, with acritical view. The critical remarks sometimes target the complex of the DNS management as a
whole, i.e. therole and structure of ICANN, and its interaction with other institutions involved, i.e. the DoC or
WIPO. This sort of fundamental criticism, although interesting as such, is beyond the topic of this study. Other
publications aim at pointing out certain flaws in respect of the procedural framework and/or in respect of the way
in which the 2substantive |law? aspects of the Policy are applied by Panels.

The points raised in the last-mentioned kind of articles have been of special interest for this study. However, the
fact that these critical remarks have received specia attention does not mean that they are considered as being
more valuable, and given preference over, other, more supportive interventions. It should be duly noted that the
bulk of published comments on the UDRP —inasfar as they have been revised in the preparation of this study —
are generally positive in their attitude. This even holds true for many of the articles containing critical comments:
The authors often state that they are supportive of the system in general, and only want to improve its efficiency
and/or aspects contributing to more fairness and balance.
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I The Study

1. Method

1.1 Warming Up: The Pre-Study

Before the commencement of the statistical evaluation, a pre-study was carried out in the framework of the
master’s course on European Intellectual Property Law at the University of Stockholm, under the supervision of
Prof. Marianne Levin and Dr. Annette Kur. The course consisted of 29 students who were given, in groups
consisting of two people each, the task to review and evaluate UDRP decisions which were pre-selected
according to certain criteria. The results of the review were summarized in awritten abstract, and they were
presented and dicussed in a seminar held in Stockholm at the end of February 2001.

The decisions to be considered by the individual groups were selected and
distributed among them according to the following criteria:

- geographical names, personal names (1 person; all cases)
- Generic (descriptive) designations (4 groups)
- prefixes and suffixes (5 groups)

- cases including more than 5 domain name registrations (mass
cases) (1 group)

- cases where the complaint was rejected (3 groups)

1.2 Statistical Evaluation of UDRP Decisions

The second phase consisted of a statistical evaluation of 700 individual UDRP decisions. The evaluation was
carried out by agroup of students (10 persons) and post-graduates (4 persons) simultaneously in Munich and in
Karlsruhe, during March/April 2001. The technical support, in particular the digitization of the questionnaire and
the establishment of the database, were furnished by staff members of the Institute for Information Law at the
Technical University of Karlsruhe (chaired by Prof. Thomas Dreier).

Following instructions concerning the objectives and structure of the UDRP as well as the aim of the study, each
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participant was given the task to evaluate 50 decisions on the basis of a scheme set out in a questionnaire which is
published in the annex to this study. In contrast to the method employed in the Stockholm group, the participants
in the Munich/Karlsruhe project were not allowed to pre-select the cases they evaluated[8], but they were told to
take up for evaluation 50 subsequent cases. In order to avoid overlap, each participant was attributed a certain
Provider as well as the number of the case they should start with.

The query was conducted on-line, i.e. the results of the evaluation were entered directly into the questionnaire
which was posted and secured by password on the homepage of the Technical University of Karlsruhe. After the
evaluation phase was completed, afinal round of discussions was held in May 2001 with each group in order to
capture their personal impression and opinions in addition to the computed results.

2. Results

2.1  Number of Cases Appraised; Distribution Among Providers

The evaluation comprises 700 cases, i.e
roughly a fourth of the decisions handed
down by April 2001. Of the four
ICANN-accredited Providers, only the three
major ones, namely eResolutions, NAF and
WIPO have been included in the survey. Of
the total number of decisions appraised, 95
(13.95 %) were from eResolutions, 146 (20.89
%) were from NAF, and 458 (65.52 %) were
from WIPO.
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Appraised results (in percent)

_ 65.52%
70,00%

60,00% -

50,00% +

40,00% -

30,00% -

20,00%

10,00% -

0,00% -

eResolutions MNAF WIPO

This means that the study does not
represent a statistically correct picture in
respect of the distribution of cases between
the three Providers, as the percentages for
both eResolutions and WIPO exceed their
actual "market share"[9]. The background
for this is that the aim of this study was not
so much to investigate general
developments in respect of the use being
made of the UDRP, which would have
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Included the aspect of "market share", but
rather to find out more about the substantive
aspects of the decisions — whether the
system was functioning in a fair and
satisfactory manner. Before this
background, and with special regard to
Information concerning the statistically
significant differences in the outcome of
decisions handed down by eResolutions on
one hand and WIPO and NAF on the other, it
seemed more important to include a major
number of cases (approx. hundred) from
eResolutions than to limit them in
accordance with their actual percentage.
That instead of dividing the remaining
roughly 600 cases In the correct proportion
between WIPO and NAF, the WIPO
decisions were given a much broader
covering, Is due to the consideration that the
WIPO material assumingly offers a wider
variety of nationalities involved on both
sides of the conflict as well as acting as
Panels, and therefore might furnish a more
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representative picture when it comes to
evaluating the functioning of UDRP for the
US as well as for the non-American part of
the world.

2.2 The Outcome (General)

Of dl the decisions included in the evaluation, transfer of the domain name was ordered in 76.68 % of all
decisions, whereas cancellation was claimed and granted in 1.43 %. In 21.32 %, the claim was rejected in the
decision[10].

All results (digit 7 of survey)

80,00% 4~
70.00% 1
60,00% 4
20.00% 1
40,00% -
30,00% /

20.00% 1
10,00% - 0.14% 0.43% 1.43%

0,00% -
no comment other cancellation transfer rejection

These figures—in particular the relatively high percentage of transfers — may appear astonishing, not least in view
of the fact that e.g. according to the WIPO statistics, transfer was (only) ordered in 64.4 % of the cases, and that
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the corresponding figure can be expected to be even lower for eResolutions. The explanation for thisis that the
study in contrast to the WIPO statistics does not take into account those cases which were withdrawn before a
decision was made — only decisions were included in the questionnaire. On the same computing basis, the
percentage of decisions where transfer was ordered would be some 80 % for WIPO, and approximately 77 % in
the overall statistics of ICANN. This shows that the results found in the study are in principal compliance with the
statistical material compiled by the relevant institutions themsel ves.

The same applies when the total of decisions rendered in favour of the respondent are broken down per Provider.
Very similar percentages are shown for WIPO and NAF —18.34 % and 17. 81 % respectively —while
eResolutions figures with a significantly higher percentage of decisionsin favor of the respondent, namely 41.05
%. Again, due to the fact that withdrawals were not counted, the figures are higher than those indicated in the
officia statistics e.g. by WIPO (14.8%). Apart from this, the figures confirm what has been pointed out in
previous studies, namely that the relation between decisions in favor of complainant and decisions rejecting those
claims this more or less the same for WIPO and NAF —with more than two thirds of decisionsin favor of
complainant — whereas the balance is significantly more favorable for the respondent in respect of eResolutions.

Rejections per provider

41,05%

45.00% -
40,00% -
39,00% -
30.00% -
25,00% -
20,00% -
15.00% -
10,00% -

5,00% -

0,00% -

18,34%

17.81%

ANAAANNNY

eResolutions NAF WIPO

Another aspect of amore general nature investigated in the course of the study concerned the number of decisions
handed down by a sole Panel in comparison to afull panel. It is no surprise that the large majority of cases (81.97
%) were decided by a sole Panel, whereas afull panel answers for the decisionin 17.17 %.
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As it can be expected that the more cumbersome and costly procedure of trial by afull panel is mostly invoked in
cases which are not very clear and therefore more often than usual might fall out of the scope of decisionsto be
made in the framework of the UDRP, it was also of interest to find out whether complainant’s claim was rejected
more often by afull panel than by a sole Panel. The survey showsthat thereisin fact a difference, although not as
significant as one might have expected: Full panels were responsible for 22.82 % of the decisions finding in favor
of the respondent, which clearly but somewhat modestly surpasses their share of 17.17 % in decision-making at
large.

2.3 Specific Results

231 | ssues Concerning Art. 4 a (i)

2.3.1.1 Complainant’ s Right

In order to challenge the registration of a domain name under the UDRP, the complainant must haverightsin a
"trademark or service mark". Whereas this formulation doubtlessly pertains to marks which have been registered
as such, it isless clear whether it is also meant to comprise other kinds of designations which in practice fulfill the
function of identifying and distinguishing the (commercial) origin of goods or services. These doubts are
supported to some extent by the legislative history of the UDRP. Whereas it was recommended in the WIPO
Interim Report of February 1999 that the Administrative Dispute Resolution should comprise all kinds of rights,
its scope was deliberately narrowed down in the Final Report to trademarks only, with aview to the fact that the
Policy should only become operative in clear piracy cases where the factual and legal situation did not pose any
problems.

However, the Policy does not expressly exclude the possibility that complaints are based on rights which have not
been registered, aslong asit is possible to claim legal protection under the title of trademark rights. Complaints
founded on unregistered rights have been accepted without much discussion in two rather early decisions,
AF-0096 (tourplan.com) and in FA 93633 (BuyPC.com). The issue was considered in detail — with the same result
—e.g. in AF-0250 (jobpostings.com). Protection for personal names, which are not registered as marks, was first
claimed in D2000-0235 (jeannettewinterson.com), and shortly thereafter in D2000-0210 — (juliaroberts.com). The
Panel in the first case applied British law in order to assess whether the complainant did have trade mark rightsin
her name, and the result was positive. Further decisions have taken the same approach, mostly without expressly
discussing the law to be applied in the assessment.

The only major exemption from this scheme appears to be the decision D 2000-0596 (sting.com), where the
complaint was denied mostly because the word 2sting?, in addition to denoting the well-known artist, dsoisa
generic term in the English language and is used in a number of different occasionsin the Internet. Similar
argumentation was invoked by the Respondent in D2000-0847 — madonna.com, however without winning the
acceptance of the panel.
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Also geographical names have been invoked as the basis for protection under the Policy, e.g. in D2000-050
(barcelona.com). Thisissueishowever more controversia than the case of personal names and other unregistered
rights. The conditions under which such complaints can be granted under the present Policy[11] are somewhat

unclear[12].

The study attempts to quantify the relation between cases where aregistered mark has formed the basis for the
complaint, and where other types of rights have been involved (Q 1[13]). In this respect, one problem was posed
by the fact that the concept of a"common law trademark” is unknown in the German legal system and had to be
transposed into terms which are more suitable for German terminology. The questionnaire (in the original German
form) thus makes reference to "geschéftliche Bezeichnungen", which comprises al kinds of distinctive signs—in
particular tradenames etc. — which are protected (in Germany) under trademark law, and to "other rights’, a
category which was meant to comprise personal names and geographical indications.

The result shows a clear preponderance of cases where the complaint was based on a registered trademark right
(84.26 %)[14].This leaves 15 % for decisions where the complaint did not have such a clear and secure basis,
divided equally between "geschéftliche Bezeichnungen” (trade names etc.) and others, e.g. personal names and
geographical indications. This means that although these cases are by far outhnumbered by cases involving
registered marks, the number of decisionsinvolving other rights at least is no quantité négligable.

complainant’s right

90,00% - 84,20

80.00% -
70.00% -
60.00% -
50.00% -
40,00% -
30.00% -
20,00% -
10,00% -

0.00% -

7.15% 7.73%

CURSENENY

registered  tradenames other no comment
mark efc.

A
more detailed analysis of the decisions where the complainant was not able to base its request on aregistered
trademark right shows that unregistered marks were involved in 19 cases; in one case, the right invoked was the
name of areligious non-profit corporation (AF-0188 - christusrex.com). Personal names were invoked in 11 cases.
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These were the following: AF-030a, b (Anne Mclellan), D 2000-1256 (Bernardo Neustadt), D 2000-0210 (Julia
Roberts), D 2000-0235 (Jeannette Winterson), D 2000-0402 (Steven Rattner), D-0658 (Nik Carter), D 2000-0661
(Philip Berber), D 2000-1415 (Nicole Kidman), D 2000-1459 (David Gilmour), D 2000-1221 (Cliff Greenhouse,
Keith Greenhouse — only part of the complaint was based on name rights)[15]. In one case, D2000-1234
(icet.com), the domain name was held to correspond to the name "Ice-T" under which the artist Tracy Marrow had
become popular. In al of these decisions, transfer was granted. Geographical names (one in combination with a
collective mark[16]) formed the basis of the complaint in five cases. In three of these — AF 0267, a,b
(Bamberg.com, Bamberg.net); AF 0202 (huangshan.com) and FA 96347 — (berkeleysprings.org €tc.), the
complaint was denied because the complainants were not able to assert rights in the name at stake. In another
decision, D2000-1435 (capeharbour.com), the Panel did not challenge the assertion that the complainant company
owned common law trade mark rights in the designation, but the use made of the domain name by the respondent
was not found to beillegitimate[17]. Further decisions had to deal with the question of whether registration of a

domain name gives rise to demonstrable rights under the Policy; this was denied in AF-0273 myespace.com).

In D2000-0261 (frankwagnerandson.com, etc.) the Panel rejected the complaint with expressions of regret,
because the complainant did not "allege evidence sufficient to show that it owns a trade or service mark ssimilar or
confusingly similar to the Domain Names. It has alleged a trade name, a logo and a slogan, but it has not
provided any evidence that any of these phrases are being used as a trade or service mark, that is, as a name of a
particular product or service." Asthe Panel felt itself bound to the narrow and specific wording of Paragraph 4 a
(1) of the Policy, it could not order transfer of the domain names at stake, although it held that the registration had
been taken out in bad faith.

Further cases in which the complaint was denied because the complainant could not establish avalid right in the
name included the following: AF-0162 (2ecorp.com), AF-0169 (gtrade.com), AF-0190 (oscarnet.com),
D2000-1205 (usatodaysports.com, usatodayweather.com), D2000-1601 (goldfm.com), FA 96271
(supportsock.com); see also D2000-1014 (tuxedo4u.com).

2.3.1.2 Degree of Similarity

In order to present acase under the UDRP, the challenged domain name must be identical or confusingly similar
with the rightholder’ s mark. In traditional trademark law, the idea underlying the concept of confusing similarity
isthat customers should not be exposed to the risk that they walk out of the shop with product X although what
they wanted to buy was in reality product Y. That kind of risk very seldom occurs in cyberspace. When someone
reaches a"wrong" homepage, thisistypicaly realized immediately, and if the person does not want to stay on for
specific reasons, the site is left with one click (unless the "back"-button has been deactivated, which seemsto
happen ever more frequently). In any case, theinitial error will hardly persist until someone actually makes a
purchase.

On the basis of this consideration, it could be argued that domain names never give rise to arisk of confusionin
the meaning of trademark law. This argument was indeed frequently used in the early times of domain name
conflicts, and it could still be encountered in some of the cases under consideration here. There is however general
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agreement, supported by abundant case law from alarge number of countries in the world, that this argument is
not aviable excuse. Instead, it is widely accepted that a domain name is confusingly similar in the meaning of
trademark law when the impression is created that it resolves to a website operated or sponsored by the
rightholder, before and without taking into account the actual content of the site[18]. Therefore, even if
disclaimers are included on the website which direct visitors to the true site of the trademark owner, this will
typically not be taken into account when assessing confusing similarity in the meaning of the Policy[19]. But
although the legal basis as such is uncontroversial, it may still be difficult to draw the exact borderlines of the
concept, i.e. to find out under which circumstances confusing similarity will be denied.

In the survey, an attempt was made to qualify the degree of similarity between mark and domain name according
to four given categories: Identity, high similarity, (middle) similarity and low similarity. The assessment should
reflect the view of the Pandl, if expressly stated. Otherwise, the participants should state their own view.

degree of similarity
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Inthe
magjority of decisions, the complainant’s sign and the domain name were held to be identical (54.36 %). In
accordance with the practice commonly applied in the UDRP, this means that the second level domain was totally
congruent with the trademark or sign on which the complaint was based, without taking into account the TLD
which isregularly added to the name[20]. The next category, high similarity, was meant to cover those cases
where only minor deviations existed beween the mark and the second level domain, asin D2000-0430
(luisvuitton.com), whereas cases where e.g. the addition of longer suffixes made the domain name clearly
distinguishable from the mark, asin D2001-0026 (concerning the mark Guinness in several variations and
combinations), or abbreviations which, in combination with additional |etters, at least at first glance create an
impression which is different from the trademark as such (as e.g. in nynbc.com) were meant to be marked as
"similar". However, a closer review of the cases which have been entered in those categories reveals that the
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participants have obviously found it difficult to separate the two categories from each other, and that in case of
doubt, they have preferred the first category. For instance, a good part of the notorious cases where mass
registrations have been taken out — e.g. the Harry Potter cases, D2000-1245 — were entered into the "very similar”
category, although they typically also comprise variations of the protected mark which are clearly
distinguishable[21]. The relevance of the figures indicated for each category — 37. 20 % for "very similar" and

5.72 % for "similar" — should therefore not be overestimated. However, it remains obvious that in the large
majority of cases, the challenged domain name bears a clear, unmistakable resemblance to the protected sign.

The last category, "low similarity"”, was only chosen in 1.72 % of the decisions, corresponding to an absolute
figure of 12[22]. Upon closer review of those cases, it showsthat if the Panels have denied confusing similarity

between the domain name and the sign, this was due in the majority of cases to other factors than the actual
differences between the designations in question. In four cases, the finding was motivated by the fact that the
complainant did not have a demonstrable right in the sign. This concerned the decisions AF-0169 (gtrade.com),
AF-0190 (oscarnet.com), AF -0202 (huangshan.com) and D2000-1601 (goldfm.com)[23]. In four cases,

respondent’ s use of the domain name was justified for other grounds, or it was found that the conflict resulted
from internal problems between the parties which could not be resolved in the framework of the UDRP; see
D2000-058 (ahmanson.org), AF-0249 (sampati.com), FA 94943 (go-to-sandals.com, sandals-all-inclusive.com)
and AF-0162 (2ecorp.com). The similarity between a mark and a domain name adding the suffix —sucksto it was
discussed and denied D2000-1015 (lockheedsucks.com)[24]. In another case, D2000-0417 (copart.net), similarity

existed rather between that domain name and the domain name having been registered by the complainant
(copart.com) than between the domain name and the trademark used by complainant (Cl Copart Inc. Salvage Auto
Auctions), and therefore the complaint was denied. Only one case, D2000-0264 (eresmas.com, .org and .net),
dealt with similarity in the usual manner of “real world“ trademark law, i.e. comparing the likenessin spelling as
well asin meaning[25] of the two designations (esmas/eresmas), and denying confusing similarity.

Other cases were not included in the category of "low similarity"”, although the Panels wholely or